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Checking / Adding Multi Factor Authentication to user accounts 

1) You can find out if a user account has MFA enabled or enforced by going to the O365 

Admin portal and selecting Users / Active users.  Next click on the Multi Factor 

Authentication option at the top. 

 

 

2) Here you will see a list of all users in your O365 tenancy.  

 

You can filter here to 

just see Disabled, 

Enabled and Enforced 



3) When either the User has entered their authentication methods themselves (direct them 

to Go to their Office 365 account settings by clicking on their profile picture or initials at 

the top right of the screen and follow these steps) or you have added the authentication 

methods on their behalf as an Administrator (see step 5 below) come back to the Multi 

Factor Authentication screen, select the user and click on MFA. 

 

 

 

4) Then select enable muti-factor authentication 
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https://superhighways.org.uk/files/view/tech-support-membership/Step_by_step_guide_to_adding_authentication_information_to_your_Office_365_account.pdf


Now this account should show Enabled in the status column and once they have been 

asked to authenticate their user account (they will get a prompt to log in and 

authenticate) the status should change to show Enforced. 

 

5) If you want to check whether user accounts have authentication methods set up, or to 

add in a mobile or landline number to a user account, you will have to go to Azure Active 

Directory, listed towards the bottom of options in the left-hand menu of the Admin 

portal (you may need to click See more for this to display) 
 

Click on Azure Active Directory and this will open up in a new tab.   
 

 

 
 

 

6) Now click on Users in the left-hand menu. 
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7) Use the Search bar to search for a specific user 

 

 

 

 

 

8) Now double click on the user account – click on the name or email address.  

Don’t highlight and tick the box to the left of the user account. 

 

 

 

9) The Profile page for that user should now open in the same window as below.  Now click 

on the Authentication methods in the left-hand list. 
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10) Here you will be able to see if a mobile phone or landline has been entered as an 

authentication method already or add it in.   

 

 

 

You will need to use the format as shown below… 
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11) You may also see an option to switch to the new authentication methods experience as 

below: 

 

 

 

12) In this newer view – you’ll also be able to check if someone has added the Microsoft 

Authenticator App as an authentication method for their account.  This is recommended 

and can only be done by the User themselves, not you as an Administrator. 
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