
M365 Admin Training
Part 3



What we’ll 
cover today

• SharePoint Administration tasks

• Introduction to SharePoint Structure

• Creating the SharePoint Structure

• Understanding SharePoint permissions

• Overriding permission inheritance

• Other Admin Tasks

• Dealing with Quarantined Items

• Dealing with a Hacked User Account

• Your questions answered



What's
next?

• Step-By-Step Guides & recordings e.g.

• How to reset a password

• How to block a sign-in

• How to allocate a licence 

• How to give mailbox access
• Setting up new users

• Meeting with your team to discuss

• Security
• Access

• Additional training for admins



SharePoint Administration 
Tasks
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Demo Training Site
Superhighways Training Site

https://kingstonvoluntaryaction.sharepoint.com/sites/SuperhighwaysTraining/


Other admin tasks
• Dealing with Quarantined items

• Dealing with Compromised Account



Dealing 
with 
Quarantine 
Items

User Reported

• Emails items not 
arriving/receiving 
as expected

Quarantine 
Centre

• Navigate to 
Quarantine Centre 
in Microsoft 365 
Email Exchange 
Server

• Look for legitimate 
email items and 
release. (Make sure 
not to release 
actual spam emails)

Trusting the 
Sender

• Make sure the 
sender domain (i.e
kingston.gov.uk and 
associated public IP 
address 
(35.178.228.143) is 
added to Anti-
Spoofing list and 
Allow it.) 

• Add sender email 
address to the 
trusted list

Released quarantine items could take a few minutes to get into users inbox after 
releasing.



Dealing with 
Compromised 
Accounts

Reported

=======

Email Compromised 
Reported

Investigation

==========

- Block the account

- Review mailbox delegates

- Review mail forwarding 
rules to external domains 
and other hidden rules from 
user mailbox and 
PowerShell

- Review global mail 
forwarding property on 
mailbox

- Enable mailbox auditing 
logs

- Enable MFA to the account

- Let user get back to Email.

Further Tasks

==========

- Review audit log details of 
the compromised account

- Review user logon 
activities in Azure Active 
Directory (AAD) via Azure 
Portal



Other admin tasks demo



More 
Resources for 
Microsoft 365 
Groups

• End user documentation
Learn about Microsoft 365 Groups

• Admin documentation
Overview of Microsoft 365 Groups for administrators

• Microsoft 365 Groups for Business User -
PowerPoint template
https://www.microsoft.com/en-us/download/details.aspx?id=102396

https://support.microsoft.com/office/b565caa1-5c40-40ef-9915-60fdb2d97fa2
https://docs.microsoft.com/microsoft-365/admin/create-groups/office-365-groups
https://www.microsoft.com/en-us/download/details.aspx?id=102396


Your questions 
answered



Thank you for taking 
part today
Kate White

Colin Cregan

Nine Htet

Clare Chamberlain

info@superhighways.org.uk
www.superhighways.org.uk
@SuperhighwaysUK

mailto:info@superhighways.org.uk
http://www.superhighways.org.uk/

