
Office 365 License Subscriptions 

Subscription Name Type 
Max 

Licenses 

Cost per 
month (ex Vat) 

Included Features 

M365 Business Basic Granted 300 £0.00 
Email, SharePoint, OneDrive, Teams, 
Office Online Web Apps 

M365 Business Premium Granted 10 £0.00 

as Business Standard plus Advanced 
security, Access & Data Control, 
Cyberthreat protection, Windows 10 
Business 

Cost incurred 

M365 Business Standard Discounted 300 £2.50
as Business Basic plus Office Desktop 
apps (on 5 Devices) 

M365 Business Premium Discounted 290 £4.50

as Business Standard plus Advanced 
security, Access & Data Control, 
Cyberthreat protection, Windows 10 
Business 

Office 365 E1 Discounted Unlimited £2.10 as Business Basic 



 
The additional features of Business Premium over Business Standard are:  
 
Secure Devices  
Control which devices and users can access business information with Intune Device Management. Apply security policies to protect data on 
any devices. Keep company data within approved apps on mobile devices. Remove business data from lost or stolen devices with Intune 
selective wipe.  
  
Microsoft Intune is a cloud-based service which concentrates on mobile device management (MDM) and mobile application management 
(MAM). It gives organisations the ability to regulate how your devices are utilised, that includes mobile phones, tablets, and laptops.  
  
Protect Business Data  
Encrypt sensitive Emails. Block sharing of sensitive information like credit card numbers with Azure Information Protection. Restrict copying 
and saving of business information. Enable unlimited cloud archiving.  
  
Anti-Virus in Windows 10 Pro  
Enforce malware protection across Windows 10 devices with Windows Defender. Microsoft 365 Business Premium offers you a free Upgrade 
to Windows 10 Business.   
  
Defend against cyberthreats  
Activate Microsoft Defender for Office 365 to guard against unsafe attachments, suspicious links, phishing and ransomware with Safe Links. 
Detect malware with sandbox analysis of email attachments with Safe Attachments. Enable anti-phishing policies. Enable advanced multi-
factor authentication.   
  
Enable secure remote access and protect identity   
Enable employees to securely access business apps, wherever they work. Help protect against lost or stolen passwords with advanced multi-
factor authentication. Conditional Access helps provide the right access to the right people, while keeping hackers at bay.  
  
Cyberthreat protection  
Guard against unsafe attachments, suspicious links, and other malware with ATP Safe Links. Detect malware with sandbox analysis of email 
attachments with ATP Safe Attachments. Enable anti-phishing policies. Enable advanced multi-factor authentication.  
  
Microsoft Defender for Business  
Enterprise-grade endpoint protection with next generation AV, Endpoint Detection and Response, Threat and Vulnerability Management and 
Automatic Investigation and Remediation, that works across all devices and platforms - Windows, macOS, Android, and iOS that are enrolled in 
Intune.  




