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✓Welcome and check in
✓Spotlight on Learn English at Home
✓Online scams
✓Digital upskilling for employment or career progression
✓Connected Kingston - building a curated list of local and national services
✓Updates - London Digital Inclusion Service & South West London Integrated 

Care System and Digital Inclusion opportunities
✓Get Online Week
✓National Databank – referrals for sim cards
✓Community shout outs & AOB

    Agenda  October 12th 2023



Mark Byrne

Digital Inclusion Community Co-ordinator

Spotlight on…



Agenda



Online Scams

✓Quick poll

✓Types of scams

✓Some resources & guidance we know about

✓What else is out there?

✓Creating a list to share with residents



Phishing: overview

GCA cyber security toolkit for small business

https://gcatoolkit.org/smallbusiness/prevent-phishing-and-malware/
https://gcatoolkit.org/smallbusiness


Know the obvious signs of phishing 

1. Is the spelling, grammar and punctuation  poor? Is the design and quality 
what you'd expect from a credible, large organisation?

2. Is it addressed to you by name, or does it refer to 'valued customer', or 'friend', 
or 'colleague'? This can be a sign that the sender does not actually know you, 
and that it is part of a phishing scam.

3. Does the email contain a veiled threat that asks you to act urgently? Be 
suspicious of words like 'send these details within 24 hours' or 'you have been 
a victim of crime, click here immediately’.

4. Does it appear to come from a trustee or manager, requesting a payment is 
made to a particular bank account. Look at the sender's name. Does it sound 
legitimate, or is it trying to mimic someone you know?

5. If it sounds too good to be true, such as a large donation in return for banking 
details, it probably is! 



Online Scams



See NCSC guidance on using social media safely

https://youtu.be/_YRs
28yBYuI 

What can people see about me online?

https://www.ncsc.gov.uk/guidance/social-media-how-to-use-it-safely
https://youtu.be/_YRs28yBYuI
https://youtu.be/_YRs28yBYuI


https://www.commoncraft.com/video/phishing-scams 

Introduction to phishing scams

https://www.commoncraft.com/video/phishing-scams


I’m pretty alert to scammers, I think I’m 
safe…

https://youtu.be/lc7s
cxvKQOo 

https://youtu.be/lc7scxvKQOo
https://youtu.be/lc7scxvKQOo


Action Fraud

• Visit the Report phishing web page 
• Forward any email you’re not sure about to the Suspicious 

Email Reporting Service (SERS) at report@phishing.gov.uk
• The NCSC will investigate and may:

• Block the address the email came from so it can no longer 
send emails

• Work with hosting companies to remove links to malicious 
websites

• Raise awareness of commonly reported suspicious emails 
and methods used (via partners)

https://www.actionfraud.police.uk/report-phishing
mailto:report@phishing.gov.uk


Text scams

If you receive a suspicious text message
• Most phone providers are part of a scheme that allows customers

to report suspicious text messages for free by forwarding it to 7726.

• If you forward a text to 7726, your provider can investigate the
origin of the text and arrange to block or ban the sender, if it’s
found to be malicious.

• Find further information on the Action Fraud website.

https://www.ncsc.gov.uk/collection/phishing-scams/report-scam-text-message


Phone scams

If you receive a suspicious phone call
• Phone scammers will call you unsolicited, pretending to be from

an organisation you trust, such as your bank, a service provider or
even the police.

• These scam calls may be automated, or from a real person. They
may ask you for your personal information like banking details, or
tell you you need to transfer money.

• If you've lost money or have been hacked as a result of responding
to a call, you should report it to Action Fraud online or call 0300 123
2040.

https://www.actionfraud.police.uk/report


NCSC resources for individuals

https://www.ncsc.gov.uk/section/information-for/individuals-families


NCSC infographics

j

https://www.ncsc.gov.uk/section/infographics/individuals


Cyber Aware



What other resources do you know about?



Superhighways Digital Upskill project

✓ Supporting VCSE clients or community members who are looking for 
opportunities to gain digital skills for employment or job progression
Do you have individuals to refer? Or activities you are running that ew can come 
along to and deliver support?

✓ Offering volunteering opportunities as a pathway into employment. 
Are you working with people who could have an interest in supporting people 
with digital and are looking for ongoing volunteering or work placement 
opportunities as a pathway into employment? 

✓ Collaborating with RBK’s pilot programme with WeAreDigital – 
opportunities for further one-to-one support along with a device.  We 
can introduce you to Cameron King who’s leading on this at RBK



Learn My Way



https://www.learnmyway.com/explore-the-subjects/working-with-office-programs


Lloyds Bank Academy



Essential & Functional Digital Skills

https://skillsforlife.campaign.gov.uk/courses/essential-skills-digital/


National Careers Service



Kingston Council

https://www.kingston.gov.uk/KingstonOnline






Help us improve Connected Kingston listings

1. What areas of digital inclusion would be most helpful to 
support people with (what needs do you see most?) 

2. What services do you know about? What would be good 
to include?

3. What terms do you think people are likely to use when 
searching for this information?  Keywords but sentences 
too.

We’re going to Jamboard!

https://jamboard.google.com/d/1511xY-OLYVJPAUQtSnBqCmYK4cjHyeMPjRQF1LMtOm0/edit?usp=sharing


https://www.goodthingsfoundation.org/insights/building-a-digital-nation/


Updates – London Digital Inclusion Service

https://loti.london/get-online-london/


SWL ICS Digital Board
• The Digital Board is responsible for developing approaches 

to embedding digital in health and care development 
activities and promoting digital as a key facilitator for 
transformational change. 

• VCSE Rep on behalf of the SWL VCSE Alliance – Kate White, 
Superhighways

• Presented a paper on Roles & opportunities for embedding 
the VCSE strategically in digital workstreams in Sept 2023 
along with the SWL Healthwatch Executive Director



A focus on Digital Inclusion initiatives
Lots going on!
✓One-to-one & group 

basic digital 
upskilling

✓Provision of & 
support for devices

✓Provision of data
✓Best practice advice

Examples from each 
borough…



Who needs to know?
As a I need to So that I can

Health & Social 
Care Worker

Have easy access to a directory 
of services

Refer my clients or patients for 
support with accessing online health 
info & services

Hospital 
Discharge Team

Find out about local support 
available

Book an appointment for a home 
visit for a patient who will be 
housebound for 6 weeks

GP Receptionist Find out what local support is 
available for the NHS App

Refer patients struggling to install 
and use it

Carer Find digital support (devices, data 
& skills)

Access online information about 
wellbeing activities and benefits I 
can access

Digital Champion Find mainstream IT training 
provision

I can signpost people I’ve supported 
to next step opportunities



• Opportunities for joint working relating to the NHS App, Care Record & 
Patient Portal roll outs

• Improve discoverability of current support available. Extend recent 
mapping across SWL ICS? Develop consistent taxonomy & visibility 
rooted in plain English?

• Raise awareness & encourage appropriate referrals - further refining & 
prioritising ‘user needs statements’?

• Invest to scale – a strategic approach to funding, building on successful 
models across SWL?

• Embed the VCSE strategically in the Digital Inclusion policy?

• Form a VCSE Digital Inclusion working group?

Partnership working – next steps



October 16th – 23rd 2023        https://uk.getonlineweek.com

https://uk.getonlineweek.com/
https://uk.getonlineweek.com/


National Databank – refer for Sim Cards

https://forms.office.com/r/xgPzPpRUS6


When I have to fill in 
a form that eats up 
my data. And I have 

to fill in a lot of 
forms for my son. 

This will be brilliant.

I am struggling to afford 
access with not enough 
income. We have to pay 

for my son's tablet & 
sim card, and then had 
to buy a laptop for my 

daughter for school.

We have 
dreadful mould in 

the property, 
resulting in us 

spending more 
time away from 

home.

Keeping in 
contact, so I don't 
get sanctioned by 

Universal credit 
team.



Thank you for coming!

✓Check out – what’s been most useful?

✓Complete our quick October 2023 feedback form (ignore 
the Jan date!)

✓Accessibility – tips and best practice

https://forms.office.com/e/spRi2TJsfS
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